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SEND YOUR FILES SECURELY USING 

For large and small files
SURFfilesender lets you send and receive large files, like research data files, quickly and 
easily. Smaller files containing sensitive information can also be shared securely using 
encryption. 

Secure files using encryption
The files you work in on a daily basis are valuable and often contain privacy-sensitive 
information. This makes it crucial for you to maintain control over access to these data. 
Ensure your files can’t end up in the wrong hands by always sending sensitive files of up 

to 250 MB securely, using encryption.

To encrypt a file, all you need to do is tick the ‘Encrypt this file’ option on the upload page. 
Enter a strong password and notify the recipient of the password via a means other than 
email, for instance by telephone or text message. Chrome, FireFox and Internet Explorer 10 
and up support encrypted uploading and downloading.

Fast and user-friendly
Using SURFfilesender, you can conveniently share files with other SURFfilesender users and 
guest users. The only thing you and the recipient need is an up-to-date browser.

Stored in the Netherlands
Files uploaded in SURFfilesender will be stored in the Netherlands for up to 21 days.

SURFfilesender in brief
• 	 Maximum number of recipients: 100 email addresses

• 	 Maximum number of files per upload: 1 (to send multiple files, 

	 compress them in a ZIP file)

•	 Maximum file size per upload: 

	 o	 with encryption: 250 MB

	 o	 without encryption: 500 GB

Log in on www.surffilesender.nl and start sending!


