Using SURFsecureID

When you're using digital services, you need to be sure that your privacy is being protected and your data is secure. Also institutions from higher education and research and service providers that offer services online need to know it is really you (and not someone pretending to be you), and to ensure your information is safe.

That is why some services require two-step authentication.

For those services you have to login using your institutional account and a second token (SMS, tiqr, YubiKey). This wiki contains more background information on how to log in with two-step authentication, how to register your token and how to replace or remove your token.

**FAQ**

Please read our FAQ for more info.

**Token registration manual**

Need more info on how to register your token? (SMS, Tiqr or YubiKey)? Please read our manual

---

**SMS**

Use your mobile phone to log in with a one time SMS code.

For all mobile phones.
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**TIQR**

Use your mobile phone to log in with the Tiqr mobile app.

For all iOS and Android phones.
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YubiKey

Log in with a USB hardware token. For all devices with a USB port.
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